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Abstract of the contribution:
This contribution proposes to update the existing procedure of PDU session anchor change for IPv6 multi-homed session.
1
Discussion

The existing procedure on PDU session anchor change for IPv6 multi-homed session is described in the abstract. Thus, this contribution proposes to update the procedure and resolve two Editor’s note:
Editor's note:
It is FFS how the UE determines that it should not use the old Prefix (IP@1). It is FFS whether additional information needs to be sent to the UE on the time on how long the network is willing to keep the old prefix. If additional information is needed, it is FFS whether the Router Advertisement message can be enhanced to carry the information.
Editor's note:
It is FFS how IP@1 is released.
According to IETF RFC 4861 (Neighbor Discovery for IP version 6 (IPv6)) and 4862 (IPv6 Stateless Address Autoconfiguration), the following elements can be delivered as part of IPv6 Prefix Information:
- preferred lifetime: the length of time that a valid address is preferred (i.e., the time until deprecation). When the preferred lifetime expires, the address becomes deprecated.

- valid lifetime: the length of time an address remains in the valid state (i.e., the time until invalidation). The valid lifetime must be greater than or equal to the preferred lifetime. When the valid lifetime expires, the address becomes invalid.
The SMF can utilize the above options in the Router Advertisement message so as to release the old IP prefix after some specified time expiry, but in the meantime the old IP prefix continues to be used for ongoing communications.
2
Proposal

The following text is proposed to be updated to TS 23.502.
***** Start of Change # 1 *****
2
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***** End of Change # 1 *****
***** Start of Change # 2 *****
4.3.5.3
Change of PDU session Anchor (SSC mode 3) with IPv6 Multi homed PDU session

This clause describes a procedure for service continuity with SSC mode 3 that relies on the multi-homed PDU Session described in TS 23.501 [2] clause 5.6.4.3. In this case the SMF prepares a new PDU session Anchor first and then notifies the UE of the existence of a new IP prefix, as depicted in figure 4.3.5.3-1. This procedure is applicable only to PDU Sessions of IPv6 type.



 
Figure 4.3.5.3-1: Change of PDU session Anchor (SSC mode 3) in case of IPv6 Multi homed PDU session

0.
UE has an established PDU Session with the PDU Session Anchor (UPF1 in Figure 4.3.5.3-1). The PDU Session user plane involves at least the RAN and the PDU Session Anchor.

1.
At some point the SMF decides to relocate the PDU session with a new PDU Session Anchor. 
2.
The SMF selects a new UPF and using N4 configures the UPF as a new PDU Session Anchor (UPF2 in Figure 4.3.5.3-1) of the multi-homed PDU Session. In the process a new IPv6 prefix (IP@2) is allocated for the PDU session.

3.
The SMF selects a Branching Point (BP) UPF as described in Clause of 6.3.3 of TS 23.501 [2].The selection of BP UPF may consider the location of UPF1 and UPF2 to ensure a suitable of location of BP UPF relative to UPF1 and UPF2.
NOTE:
In case BP UPF is co-located with one of PDU Session Anchors, steps between SMF and BP UPF may be skipped.
4.
The SMF configures via N4 the UPF selected in step 3 (BP UPF in Figure 4.3.5.3-1) as a branching point for the multi-homed PDU Session. It provides the branching point with the necessary UL traffic forwarding rules (related with the prefix of the IPv6 source address of UL traffic). Also, the SMF provides (R)AN Tunnel Info for N3 tunnel setup and CN Tunnel Info for N9 tunnel setup to the BP UPF and obtains CN Tunnel Info from the BP UPF.
5-6. The SMF performs N4 Session Modification procedure with PSAs. During this procedure, the SMF provides CN Tunnel Info received from the BP UPF to set up N9 tunnel between BP and PSAs.
7.
The SMF sends an SM Request message via N11 containing N2 Session Modification Request with CN Tunnel Info for N3 tunnel setup.

8.
The AMF sends an N2 Session Modification Request received from the SMF to the (R)AN. The (R)AN acknowledges to the AMF with an N2 Session Modification Response.
9.
The AMF acknowledges the SM Request message received in step 7.

10-11.
The SMF notifies the UE of the availability of the new IP prefix. This is performed using IPv6 Router Advertisement messages (RFC 4861 [6]). The SMF sends a Router Advertisement to the UE via the new PSA with a new prefix (IP@2) and sends another Router Advertisement to the UE via the old PSA with the old prefix (IP@1) and zero value in the preferred lifetime field and a timer value in the valid lifetime field according to RFC 4862 [x]. The timer value indicates the time how long the SMF is willing to keep the old prefix.


The UE starts using IP@2 for all new traffic and may also proactively move existing traffic flow (where possible) from IP@1 to IP@2.
Editor's note:
If additional information is needed, it is FFS whether the Router Advertisement message can be enhanced to carry the information.

12.
After the timer expires, the SMF releases the UE's old IPv6 prefix (IP@1). At this point, the UE implicitly releases the old IP prefix. The SMF sends an N4 Session Modification Request to the BP to release UP resource for N9 tunnel between the BP and old PSA.

13.
The SMF releases the old PDU session context with the old PDU Session Anchor (UPF1 in Figure 4.3.5.3-1).
14-18.
The SMF may optionally release the branching function from the user plane path.
***** End of Change # 2 *****
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